Chapter 11
1- What is?
        1- IAB: it stands for Internet Active Board. And there are:
                     1- IETC:  Its stand Internet Engineering Task Force ongoing evaluation of TCP/IP protocol

                     2- IRTF: its stand for Internet Research Task Force. It works on advancing network technology and long term research

                     3- NIC: its stand of Network Information Center. Responsible for assign network IP address.

                     4- RFC: Technical reports on protocols.

         2- DNS: its stand for Domain Name System. Use for map an IP name into IP address. And also distribute database for translation and have other server to consult.

         3- Fragmentation: it means that different network allow maximum data fields sizes that a frame can carry it and we called maximum transfer units (MTU)

         4- Identification: packets identification value

       5- Flag: contains a more fragmentation bit indicating if there is more fragment following.

         6- Fragments offset: tell the fragment there is unfinished.
2- What are the main protocols for the internet?

                 1- TCP: Transmition Control Protocol

                 2- IP: Internet Protocol. Unreliable connectionless protocol, Uses packet switching, Provide datagram services between stations, and Take care of network differences 
3- What are the TCP/IP models?

	Application

	

	

	Transport

	Internet

	Host to Network


4- What are the protocols in?
            1- Application layer: SMTP, FTP, TELENT, DNS.

            2- Transport layer: TCP, UDP.

            3- Network layer: IP, ICMP.

            5- Data link layer: PPP, Mac, DSL, ISDN, and FDDI.

5- What is the format of IP protocol?
              1- Version (4 bits) use to crate a packet

              2- Header length (4bits) minimum is 5 and maximum is 15

              3- Types of services (3bits) allow the host to tell the subnet what kind of services it desire

             4- Packet length (16bits) use for length of entire of IP packets and the maximum is 64 KB

             5- Identification (16 bits), flags (3 bits), and fragment offset (14 bits)

             6- Time to Live (8 bits) decrease the time 

             7- Protocol (8 bits) use to specify the next higher protocol
             8- Header checksum (16 bits) use for error detection for packet header
             9- Source and destination IP address 
            10- 10- options: use for record route, and packet routing10- options: use for record route, and packet routing

            11-padding: use for makes header end at 32 bit boundary
            12 data 
6- What are the five classes that IP address divided?       
	Max number of Network Nodes
	Number of Possible Network 
	Classification 

	224 = 16777216
	28 = 128
	class A

	216 = 65536
	214 = 16384
	class B

	28 = 256
	221 = 2097152
	class C

	1110 followed by 28 bit multicast address
	class D

	1111 reserved for future use 
	Class E


7- What is ICMP?
           It is stand for internet Control Message Protocol. It is available in Network layer and internet in TCP/IP model. Used by the router to report error and unexpected events. And use to test state of the network and perform congestion control and router updates and congestion perform by using choke packets.

8- Comparing between IPv4 and IPv6?                   
	IPv6
	IPv4

	16 bytes long 
	4 bytes long 

	Header contains only 7 fields 
	 Header contains 13 fields

	allow faster process to the packets
	Not faster process to the packets

	Support billion of hosts 
	Does not support mobility

	Reduce the size of routing table
	Not secure enough

	Simplify the protocol
	No constant bit rate guarantee

	Pay more attention to the type of services 
	Most organization apply for class B

	Allow to go without change IP address 
	Address depletion  = 4.3 billion address

	Provide better security
	


9- What is IPv6 Packet Header?

      1- version: 4 bits 

      2- Priority filed: 4 bits use in cognation control

      3- Flow label: 24 bits responsible to made connection

      4- Payload length: 16 bits tell how many bytes follow the 40 byte header 

      5- Next header: 8 bits tells which of the six extension header 

      6- Hop limit: 87 bits same as the time to live field IPv4 and decrement of each hop.
      7- sources/destination address: 128 bits

